PARTNER SOLUTION OVERVIEW — SENTINELONE

THREATQUOTIENT /- () Sentinelone:

SentinelOne and ThreatQuotient unite to make threat
intelligence prioritized and actionable, giving security
teams greater context when performing endpoint -
investigations. The APl-enabled integration between
SentinelOne and ThreatQuotient provides security
teams the upper hand when preventing, detecting,
and responding to endpoint threat activity.

INTEGRATION
THREATQ BY THREATQUOTIENT™ HIGHLIGHTS
ThreatQuotient's solutions make security operations more efficient and
effective. The ThreatQ open and extensible platform integrates disparate Infuse endpoint protection
security technologies into a single security infrastructure, automating actions with contextualized,
and workflows so that tools and people can work in unison. Empowered with prioritized threat intelligence

continuous prioritization based on their organization’s unique risk profile,
security teams can focus resources on the most relevant threats, and
collaboratively investigate and respond with the aim of taking the right
actions faster.

Triage and respond to
endpoint threats with
adversary context

SINGULARITY XDR PLATFORM BY SENTINELONE One-click pivot from
attack indicators to Deep

SentinelOne ingests prioritized threat intelligence from ThreatQuotient data N .
& P & Q Visibility threat hunting

collections into blocklists, which improve defenses by preventing known
malicious indicators of compromise from executing across the entire endpoint
fleet. Vulnerabilities identified by SentinelOne are sent to ThreatQuotient to
track and aggregate potential exploits.

SentinelOne incidents triaged within ThreatQuotient are automatically
enriched with context about the campaign’s motivation, attackers, and intent.
While an analyst investigation is taking place, affected SentinelOne endpoints
can be quarantined from ThreatQuotient to stem further infection. Analysts
can quickly pivot from an endpoint investigation in ThreatQuotient to a

Deep Visibility threat hunt to look for additional indicators or affected
endpoints. When an incident is confirmed, mitigation can be triggered from
ThreatQuotient to automatically remediate or roll back the affected endpoints.



PARTNER SOLUTION OVERVIEW — SENTINELONE

INTEGRATION USE CASES

The Integration supports a variety of use cases such as:

* Improve Defenses ® Accelerate Response * Informed Threat Hunting
Infuse endpoint prevention Triage and respond to endpoint One-click pivot from attack
with contextualized, prioritized threats with adversary context indicators to Deep Visibility
threat intelligence hunting
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ABOUT THREATQUOTIENT™ ABOUT SENTINELONE

ThreatQuotient's mission is to improve the efficiency More Capability. Less Complexity. SentinelOne is pioneering
and effectiveness of security operations through a threat- the future of cybersecurity with autonomous, distributed
centric platform. By integrating an organization’s existing endpoint intelligence aimed at simplifying the security stack
processes and technologies into a single security architecture, without forgoing enterprise capabilities. Our technology is
ThreatQuotient accelerates and simplifies investigations and designed to scale people with automation and frictionless
collaboration within and across teams and tools. Through threat resolution. Are you ready?

automation, prioritization and visualization, ThreatQuotient's

solutions reduce noise and highlight top priority threats to For more information, visit www.sentinelone.com.

provide greater focus and decision support for limited

resources. ThreatQuotient is headquartered in Northern

Virginia with international operations based out of Europe,

APAC and MENA.

For more information, visit www.threatquotient.com.
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